



The POPI Compliance Guide, is designed to help the  companies understand all the privacy initiatives that will need 
to be implemented across the organisation so that you comply with the new Protection of Personal Information Act 
(“the Act”). This guide will aid in highlighting the risk areas applicable to our business and the documents and 
procedures required to help you implement your compliance measures.


This guide is applicable to to below diversified entities:


1. EBM Steel and Manufacturing Pty Ltd

2. Simrox Property Holdings Pty Ltd

3. Esheshayo Trading Pty Ltd

4. Simrox Steel and Pipe Pty Ltd


WHAT IS THE POPI ACT? 
The aim of the POPI Act is to control the way in which personal information is handled and to regulate how that 
personal information should be processed, to ensure it is done in a responsible way. This would include the methods 
of collection, usage, storage, dissemination, alteration and destruction of any personal data and information.


The POPI Act headlines this process by asking you to identify a “processor of information” in your organisation and 
then to hold them accountable should any information be abused or compromised in any way.

For the most part, the requirements of POPI compliance are self-explanatory and easily implemented. The 
impending POPI compliance deadlines provide your organisation with an ideal opportunity to review the sort of 
information and data that you collect to manage all your client interactions, and store and use data for marketing 
purposes, among other tasks.







STEP 1: UNDERSTAND THE POPI GUIDELINES 
The principles of POPI can be divided into eight practical guidelines that help us understand how we must legally 
process personal information. Every company that processes personal information, will need to comply with all eight 
of the requirements. In turn, each section has its own unique set of requirements.















STEP 2: APPOINT AN INFORMATION OFFICER 
In order to ensure that your organisation complies with in terms of the POPI Act, you will need to formally appoint an 
Information Officer.


The appointed Information Officer of the Company is entrusted with the following responsibilities: 






STEP 3: ESTABLISH A BASIC POPI ACT POLICY 
A framework of a POPI Act Policy is provided here. This general POPI policy will assist you at a foundational level as 
you begin to process, analyse and manage the data and personal information you collect. It is vital that this policy is 
then adapted to suit your unique requirements so that it covers any potential risks. The Information Officer will 
provide a separate guide for the POPI Manual. 


STEP 4: UNDERSTAND THE UNIQUE IMPLICATIONS OF THE POPI ACT ON YOUR ORGANISATION 
Apart from understanding the POPI Act and its guidelines, there may be a number of additional requirements or 
necessary internal and external documents that will be unique to the type of operation or structure. These 
documents may include:


The Information Officer will compile a detailed policy for filing on or before the implementation date of the ACT.  It 
should be noted that failure to adhere to the conditions in the ACT on 01/07/2021 will result in:

• A fine issued for up to R 10 million, or

• Imprisonment for up to 10 years, or

• A fine issued for up to R 10 million and imprisonment for up to 10 years. 


* This document remains the sole property of the mentioned entities and may not be reproduced, stored or copied in 

any way whatsoever.  Written permission must be obtained from the company to use or share this document.   

The Information Officer should approve such consent. 
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